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Establecer las actividades para la gestion y proyeccion de la capacidad de los activos de Infraestructura y seguridad en la Agencia de Renovacion del territorio (ART), a través de técnicas de dimensionamiento y monitoreo de los servicios establecidos en el catélogo

1. OBJETIVO GENERAL DEL PROCEDIMIENTO: de la Oficina de Tecnologias de la Informacion de la entidad (OTI), con el fin de fortalecer la disponibilidad y el acceso continuo a la informacion de la Entidad.

Aplica para los activos de infraestructura y Seguridad que soportan la prestacion de los servicios que son administrados, gestionados y monitoreados por la Oficina de Tecnologias de la Informacion.

2 ALCANCE El procedimiento inicia con el monitoreo de la capacidad de Tl segin los umbrales definidos y finaliza con el cierre del caso en la herramienta de mesa de servicios, donde se debe incluir la documentacion del control de cambios en el formato de requerimiento de

cambio (RFC).

Actlvo Elemento que tiene valor para la organizacion [ISO/IEC 27000:2012].

de Rol que algunos funcionarios de la OTI quienes tiene la funcion de supervisar, administrar, gestionar y operar la infraestructura de la entidad con el fin de proveer los servicios de OTI acorde a lo requerido por la entidad

y sus clientes.

Indicador: métrica que se utiliza para ayudar a gestionar un servicio de Tl, un proceso, un plan, un proyecto u otra actividad. [ITIL® espafiol (Espafia) glosario, v1.0].

Infraestructura Tecnolégica (IT): Se encuentra integrada por un conjunto de elementos tipo hardware (servidores, puestos de trabajo, redes, enlaces de telecomunicaciones, etc.), y software (sistemas operativos, bases de datos, lenguajes de programacion,
herramientas de administracion, etc.) para la prestacion y entrega de los servicios de TI.

Capacidad de Almacenamiento: Es la cantidad de datos que pueden almacenarse en un dispositivo, medida en Bytes, Kilobytes, Megabytes, Gigabytes, Terabytes, entre otros.

3. DEFINICIONES Disponibilidad: Propiedad de ser accesible y utilizable ante la demanda de una Entidad autorizada. ISO/IEC 27000:2012].

Gestion de la Capacidad: Proceso responsable de asegurar que la capacidad de los servicios de Tl y de la Infraestructura Tecnoldgica puedan cumplir con los requerimientos acordados, relacionados con la capacidad y el rendimiento de una manera rentable y a
tiempo. [ITIL® espafiol (Espaia) glosario, v1.0].

Monitoreo: revision efectuada en tiempo real para medir procesos, servicios, aplicaciones, entre otros.

Servicios de Tecnologia de la ion: Un servicio de jias de la i ion es un conjunto de actividades que buscan responder a las necesidades de un cliente por medio de un cambio de condicion en los bienes informaticos (llamese activos),
potenciando el valor de estos y reduciendo el riesgo inherente del sistema.

4.1. NORMATIVIDAD APLICABLE: Los requerimientos legales y otros requisitos para cumplir con el presente procedimiento son:

NTC-ISO/IEC 27001:2022 del Sistema de Gestion de Seguridad de la Informacion en el control 8.6 Gestion de la capacidad.

4.2. POLITICAS DE OPERACION:

«Este procedimiento documenta las acciones asociadas con el monitoreo de la plataforma tecnoldgica, basado en las alertas definidas segtn los umbrales de operacion enla ienta de monitoreo, la cual permite conocer el estado de
operacion de los activos y asi poder establecer planes de atencion a corto, mediano y largo plazo, a fin de mantener la disponibilidad de los servicios de Tl que se prestan en la ART. EI inis de la plataforma es

Instalar, confi izar y/o supervisar la(s) i de monitoreo definida por parte de la OTI, de acuerdo con la capacidad operacional de cada plataforma o servicio de TI.

Analizar las propi y umbrales idos para cada plataforma y servicios del catélogo de la OTI.

Custodiar el registro, logs y evidencias sobre el estado de la infraestructura frente al monitoreo de la capacidad.
Semestralmente o por demanda con criterio de experto, se generaran informes de capacidad de TI, y con base en ellos se identificaran los requerimientos técnicos asociados con los activos tecnoldgicos que soportan la operacion de los servicios del catalogo de la
oTl, i asi controlar, di icar y planificar el i de recursos técnicos requeridos para la operacion de los servicios tecnologicos.

=Los informes de capacidades se mediran con 3 variables con las diferentes herramientas de monitoreo, Capacidad de Procesamiento (CPU), Memoria de Acceso Aleatorio (RAM) y Disco duro (HD)

=Estos informes de capacidad de TI deberan quedar en el repositorio para tal fin, estos informes deben mantener la siguiente estructura:

Informe Semestral: (En caso de que sea un informe por demanda el tiempo promedio por defecto para la medicion sera de 6 meses a no ser que se especifique lo contrario por alguna condicion especial que asi sea requerido).
ActivoCPU (Uso Promedio) RAM (Uso Promedio)HD (Uso Promedio)Meta 76%

4. CONDICIONES GENERALES
Si el informe da un resultado superior al 76% el activo sujeto a la medicion se debera marcar como candidato para reforzamiento o para cambio.

Estos informes deberan ser almacenados en el repositorio respectivo.

sLos informes de capacidad de Tl son la base para la estructuracion de los planes de ajuste a corto, mediano y largo plazo.

=La proyeccion de la gestion de capacidades se realiza por diferentes partes interesadas, bajo el liderazgo del responsable de infraestructura.

»La elaboracion del informe de capacidades se realiza por el administrador de plataforma y remitidos a las partes interesadas y al jefe de la Oficina de Tecnologia de la Informacion para su revision, observaciones y estudio de aprobacion.
=Los planes de gestion de capacidades deben contar con las siguientes condiciones de acuerdo con su alcance en el tiempo:

Planes a corto plazo.

Planes a mediano plazo.

Planes a largo plazo.

=Para las estaciones de trabajo (Desktop) y equipos portatiles (Laptop), el monitoreo de la capacidad de recursos de estos equipos se realizara de manera proactiva y reactiva por las personas de la mesa de servicios.

=Cada equipo detectado cuya capacidad de rendimiento (CPU y RAM) o (Disco Duro) alcance el 76% de uso constante, deberd ser registrado de manera inmediata para estudio de capacidad en la herramienta de mesa de servicios para analisis del
cambio.
+Es responsabilidad del duefio del activo formalizar los requerimientos asociados con los planes de imi y ajuste de las i dgicas que se requieran para asegurar la operacion y i de los objetivos égicos que se enla

5. DESCRIPCION DEL PROCEDIMIENTO

1 Inicio Generacion de reportes de disponibilidad Administrador de Plataforma NA Registro en la mesa de servicios y al correo del

lider funcional
2 Andlisis Construccion de la matriz de Activo-CPU-RAM-HD Administrador de Plataforma N/A Matriz de capacidad
3 Reporte Reportar alertas al respectivo jefe o duefio del activo. Administrador de N/A Correo de reporte
Plataforma/Mesa de Servicio
4 Elaboracién informe Elaborar informe de capacidades, con base en los resultados identificados en el andlisis en la matriz de capacidad. Administrador de NiA Informe de capacidad

Plataforma/Mesa de Servicio

" : . " . i i Administrador de
. Revisa el resultado de la medicion, si este es superior al 76% el activo sujeto a la medicion se debera marcar como candidato para N @ .
5 Revision reforzamiento o para cambio. P\a(aforma/:;feA g:vgﬁcmaluder Acta de reunion.
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6 Crear o ajuste de plan

Establecer o ajustar plan de trabajo, de acuerdo con:

Planes a corto plazo: Planes que se pueden ejecutar en un periodo igual o menor a 2 meses, deben tener como minimo las siguientes fases:
Socializacion del informe de capacidad de TI.
i 6n de las

S i con las partes i
Aprobacion por parte del jefe de la OTI.
Diligenciar el formato de requerimiento de cambio RFC.
Generar caso en la herramienta de la mesa de servicios, adjuntando el RFC.
Ejecucion de las actividades.
Cierre del caso en la mesa de servicio.

Planes a mediano plazo: Planes que tienen ejecucion de méas de 2 meses y hasta 6 meses, deben tener como minimo las siguientes fases:
Socializacion del informe de capacidad de TI.

de las con las partes i
Aprobacion por parte del jefe de la OTI.
Diligenciar el formato de requerimiento de cambio RFC.
Generar caso en la herramienta de la mesa de servicios, adjuntando el RFC.
Ejecucion de las actividades.
Cierre del caso en la mesa de servicio.

Planes a largo plazo: Planes que tienen ejecucion en tiempos mayores a 6 meses, deben tener como minimo las siguientes fases:

Socializacion del informe de capacidad de TI.

de las con las partes i
Andlisis del riesgo.
Plan de contingencia.
Gestion de recursos.
Revision de actividades de contingencia.
Aprobacion por parte del jefe de la OTI.
Apropiacion de recursos.
Ejecucion de las actividades.
Cierre del caso en la mesa de servicio.

Administrador de
PlataformalJefe de OficinalLider N/A
del Activo

Plan generado con solicitud en mesa de
servicio.

7 Socializar

Socializacion del plan de trabajo

Mesa de Servicio N/A Correo 0 mensaje de socializacion.

8 Adauisicion recursos

Tramite de adquisicion de recursos.

Jefe de Oficina de

TecnologialLider del activo N/A Certificado de Disponibilidad Presupuestal

9 Gestionar el Cambio.

Ejecutar procedimiento de "Control de cambios”

Administrador PlataformalLider

del activo NA RFC

8 Fin de proceso

N/A

Sistema NA NA

6. PRODUCTO O SERVICIO QUE SE ENTREGA

Capacidad ajustada

7. DOCUMENTOS ASOCIADOS

1. Caracterizacién del proceso.
2. Formato para Acta de reunién
3. Procedimiento "Control de cambios"

4. Mapa de riesgos del proceso

8. CONTROL DE CAMBIOS

VERSION FECHA DESCRIPCION DE LOS CAMBIOS
1 25/10/2022 Versién inicial del documento
2 13/03/2024 Se actualiza actividades y descripcion de las mismas
[Etaboré Revisd Aprobd

Nombre: Cristhian Hernando Pinzén Camacho
Cargo: Gestor Oficina de Tecnologias de la Informacion
Fecha: 15-11-2023

Nombre: Yuli Andrea Parra
Cargo: Contratista Oficina de Tecnologias de la Informacién
Fecha: 24-11-2023

Nombre: Freddy Alejandro Aguas Barbosa
Cargo: Jefe Oficina de Tecnologias de la Informacién
Fecha: 13-03-2024

PP-DE-03.V5
Aprobado:12/03/2020


file://mercurio.honos.col/SIGART/2. DOCUMENTOS CONTROLADOS/1. ESTRATEGICO/3. TECNOLOGÍAS DE LA INFORMACIÓN/1. Caracterización
file://mercurio.honos.col/SIGART/2. DOCUMENTOS CONTROLADOS/1. ESTRATEGICO/3. TECNOLOGÍAS DE LA INFORMACIÓN/1. Caracterización
file://mercurio.honos.col/SIGART/2. DOCUMENTOS CONTROLADOS/1. ESTRATEGICO/3. TECNOLOGÍAS DE LA INFORMACIÓN/1. Caracterización
file://mercurio.honos.col/SIGART/2. DOCUMENTOS CONTROLADOS/1. ESTRATEGICO/3. TECNOLOGÍAS DE LA INFORMACIÓN/1. Caracterización
file://mercurio.honos.col/SIGART/2. DOCUMENTOS CONTROLADOS/5. FORMATOS TRANSVERSALES
file://mercurio.honos.col/SIGART/2. DOCUMENTOS CONTROLADOS/5. FORMATOS TRANSVERSALES
file://mercurio.honos.col/SIGART/2. DOCUMENTOS CONTROLADOS/5. FORMATOS TRANSVERSALES
file://mercurio.honos.col/SIGART/2. DOCUMENTOS CONTROLADOS/5. FORMATOS TRANSVERSALES
file://mercurio.honos.col/SIGART/2. DOCUMENTOS CONTROLADOS/1. ESTRATEGICO/3. TECNOLOGÍAS DE LA INFORMACIÓN/5. Riesgos
file://mercurio.honos.col/SIGART/2. DOCUMENTOS CONTROLADOS/1. ESTRATEGICO/3. TECNOLOGÍAS DE LA INFORMACIÓN/5. Riesgos
file://mercurio.honos.col/SIGART/2. DOCUMENTOS CONTROLADOS/1. ESTRATEGICO/3. TECNOLOGÍAS DE LA INFORMACIÓN/5. Riesgos
file://mercurio.honos.col/SIGART/2. DOCUMENTOS CONTROLADOS/1. ESTRATEGICO/3. TECNOLOGÍAS DE LA INFORMACIÓN/5. Riesgos
file://mercurio.honos.col/SIGART/2. DOCUMENTOS CONTROLADOS/5. FORMATOS TRANSVERSALES
file://mercurio.honos.col/SIGART/2. DOCUMENTOS CONTROLADOS/5. FORMATOS TRANSVERSALES
file://mercurio.honos.col/SIGART/2. DOCUMENTOS CONTROLADOS/1. ESTRATEGICO/3. TECNOLOGÍAS DE LA INFORMACIÓN/1. Caracterización
file://mercurio.honos.col/SIGART/2. DOCUMENTOS CONTROLADOS/1. ESTRATEGICO/3. TECNOLOGÍAS DE LA INFORMACIÓN/5. Riesgos
file://mercurio.honos.col/SIGART/2. DOCUMENTOS CONTROLADOS/1. ESTRATEGICO/3. TECNOLOGÍAS DE LA INFORMACIÓN/5. Riesgos

